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http://citeseerx.ist.psu.edu/viewdoc/download?doi=10.1.1.440.1407&rep=rep1&type=pdf
https://www.hbarel.com/media/blogs/hagai-on-security/Sorcerers_Apprentice_Guide.pdf


Weaknesses

34



Where are we today?

35

https://plundervolt.com/doc/plundervolt.pdf
https://www.usenix.org/system/files/conference/usenixsecurity17/sec17-tang.pdf
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https://en.wikipedia.org/wiki/Security_type_system

